
MA in Data Protection and Privacy Law   
 
Programme Academic Structure 
 
This information is provisional and subject to change. The programme structure comprises modules to 
which the School of Law and Government and the School of Computing is committed. However, it 
cannot guarantee that every module runs every academic year. 
 

 

 
 

 Admission to either stream will be dependent upon existing qualifications.  

 All students must choose 2 optional modules.  

 Students on the computing stream must choose either Comparative Privacy Law and 
European & International Human Rights Law and one other computing module.  

 Students on the law stream must choose any 2 from the 4 optional law modules. 

Module Title Type Semester Credits Law 
stream 

Computing 
stream 

Autumn/Year Long Modules 

Dissertation Core P8 30 Yes  

Practicum Core P8 30  Yes 

Maximum credit earned   30   

Core Modules 

Legal and Socio-Legal Research Skills    
OR 
Professional and Research Practice 

Core 1 10 Yes  

Core 1 10  Yes 

European Data Protection Law Core 1 10 Common 

Information Access Core 2 10 Common 

Data Governance Core 2 10 Common 

Maximum credit earned   40  

Optional Modules 

Module Title Type Semester Credits Law 
stream 

Computing 
stream 

Data Management and Visualisation Option 1 10  Yes 

Cloud Architectures Option 1 10  Yes 

Comparative Privacy Law Option 2 10 Yes Yes 

European & International Human Rights Law  Option 2 10 Yes Yes 

EU Institutional Law  Option  1 10 Yes  

Contemporary Legal Issues in Commercial 
Practice  

Option 1 10 Yes  

Maximum credit earned   20   

Total Credits    90   


