Data Protection Helpsheet
8 Principles of Personal Data Protection

/Identify yourself as the Data
Controller in all communications
seeking personal data

Tell data subjects why you need
their data and with whom you'll
share it

/ \ Be open, honest & clear
Data Subjects have a right

to a copy of their data

\

Have accurate data entry

Intelligible & permanent Cross check

form
Review data to ensure accuracy

40 days to respond

\ Fee €6.35 per request / " ‘

Avoid duplication of records

)

Mature of security will
depend upon medium
inwhich data is held

Use of data must be for
a lawful purpose

Tell data subjects why
you need their data

Paper: locked cahinets,
restricted access to
offices, clean desk

policy etc.
All personal data

collection activities must
have a defined purpose

Electronic: Hierarc by of
access controls,
passwords & logins.

Train Staff

Do not use or
disclose data for a

purpose other
than that for

Review the types of
data held

Have a Retention

Poli
= which it was
Dispose of data Only collect minimum S;II;S;Z::;
carefully data required for the

stated purpose

Don't collect data just
because it is available

\_/

Note: There are certain exemptions to the above principles where research activity is involved. Please
contact the DCU Data Protection Officer for further details or see the DCU Data Protection Policy at the
following link: http://www.dcu.ie/sites/default/files/iss/pdfs/DCU%20Data%20Protection%20Policy.pdf
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